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Network Settings Simplified
DHCP:
What does it stand for?

Dynamic Host Configuration Protocol

What is its purpose?

DHCP's purpose is to enable individual computers on a network to get their configurations from a server or servers.  Each computer on a network (including the internet) needs to have a unique identification to send and receive information.  This identification is called the IP address.  The overall purpose of DHCP is to reduce the work necessary to administer a large IP network. The DHCP will give individual computers logging on to a network a unique IP address for a specified period of time which is usually set up by the network administrator or ISP.
What are the benefits?

Instead of users setting up their own IP address which can be very time-consuming and prone to users duplicating IP addresses, the IP address is given to you “dynamically.”
GATEWAY:
What is its purpose?
A gateway is a node on the network.  As its name implies it is a door to another network.  For example, a lot of people connect their home computer together into a network such as laptops and desktops. (wireless/wired) This network is then connected to the internet.  This connection is the gateway and in this case it would be some time of router which would send packets of information to their respective locations or an ISP. Switches and routers are commonly known as gateways because they frequently separate networks into segments or smaller networks.  The switch or router will keep traffic within these networks without unnecessary traffic crossing in between them. An interesting note is that the term gateway is used for a variety of purposes including networking, webpage linking, and the general name for ISP.
DNS:
What does it stand for?


Domain Name Service (or System)

What is its purpose?

The internet is a system of networked computers that rely on domain names such as shu.edu, yahoo.com, whitehouse.gov, and etcetera.  When you type a domain into your URL you are sent to specific websites.  But ask yourself “How does the computer know which server carries the webpage you want?” This once again has to do with IP addresses since this is what the internet relies on.  Domains are actually alphabetic characters that represent IP addresses.  You can actually type in an IP address into your browser’s URL to access the sites you want.

What are the benefits?

This is pretty easy since DNS is actually a network of servers that convert domain names into their respective IP addresses.  This makes it easy for internet users to access resources by typing alphabetic characters and words into a URL which can easily be remembered.  It would be a pain to have to type 188.100.232.5 to get to the resource you want. 
What does this mean for a Red Hat Linux 9 installation?


When you come to the screen that sets up your network configuration you are prompted for certain inputs.  This screen will only be shown if the installation detects a network device.  Setting up the hostname that the networked computer will use can either be done by DHCP or manually.

If you want to point to specific DNS servers on a network than these can be configured as well.

A gateway device such as a router can also be inputted.
The recommendation that seems to be the most prudent is to set up network configurations after the Linux installation where a network administrator may be able to give you the relevant information needed to set up DNS and Gateway or to see if DHCP can do this automatically.
