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Disk Partitioning

Disk Partitioning is simply creating divisions on a Hard Disk.  Each partition can be a specific category for certain types of data types and usages.  Each partition contains a file system which controls the space management, access permissions and the directory for searching.  The first step in disk partitioning is deciding how many different separate categories you will need to create each partition.  The more categories you have, the more control you are able to produce on your data.  Be careful though, too many partitions equal too many control options to maintain which maybe become a nuisance.  An example of deciding what to partition would be to separate the operating system files from the user’s data.  Having a partition for swapping help keep frequently used programs and data near each other.  This is centered on the idea of frequent updates and access which is a good idea when deciding what to partition off.  A System Admin needs to decide what file system to install on the partition.  Each file system has certain characteristics such as performance, access restrictions and space management.
There are many benefits to partitioning a Hard Disk.  The following are some prime examples.  

· Having multi-booting operating systems.  Macs can now have windows operating systems on their machines since they now contain Intel processors.  

· Sharing applications and files in a swap partition between multiple Linux Systems allow less Hard Drive space.

· The ability to protect and isolate files.  This will make it easier to recover operating systems if corrupted.  

· Raises computer performance.  Smaller file systems are more efficient because lager file systems contain large Master File Tables and it will take more time to read a large MFT.  

· Data organization also leads to more efficient user access on the system.  An example would be to separate movies, photos, emails, mailboxes and browser cache. 
Partitions can also be customized to many different requirements, one of which to only allow read-only access.  This will protect the data from being damaged from other corrupted file systems on other partitions.  


For Microsoft Windows, the standard partitioning scheme is to create a single primary partition, usually labeled the C: drive.  This drive contains the operating system, user data, applications and any page file that may reside.  Currently users decide to create a separate partition to separate the operating system from the user’s data.  This is very beneficial in the case where the user will need to erase and re-install a corrupted operating system and still have all of his/her user data protected and safe.  A disk management program, now included on VISTA, will give the user the access to create, delete and move partitions.  
For UNIX based operating systems, such as Linux and MAC OS X, the standard partitioning scheme is to create separate partitions under the root directory.  These partitions may include /boot, /home, /tmp, /user, /var, /opt, /swap and many others.  There are many advantages of following such a scheme such as having multiple file system.  If one gets corrupted, the other partitions and their data are safe.  A major disadvantage would disk management for each partition.  A user can run out of space on a partition and unable to allocate anymore.  Good implementations of disk management can be a difficult task.  One answer to this problem is to use Logical Volume Management, which is often used on servers.  This increases the flexibility by allowing data in volumes to expand into separate physical disks.  Another answer to the problem would be to resize each partition when necessary.  

When a partition is deleted, in general, only its partition table entry is removed from a table; and although the data is no longer accessible, it still remains on the disk until being overwritten. Specialized recovery utilities, (such as TestDisk and gpart), can locate lost file systems and recreate a partition table which includes entries for these recovered file systems. However, some disk utilities may also overwrite a number of beginning sectors of a partition they delete. For example, if Windows Disk Management (Windows 2000/XP, etc.) is used to delete a partition, it will overwrite the first sector (relative sector 0) of the partition before removing it. It may be possible to restore a FAT32 or NTFS partition if a backup boot sector is available.


When a partition is deleted, usually only the partition table entry is removed from the table, and the data will still exist.  It will exist until it is overwritten.  There are specialized recovery utilities that can locate the lost file system, and recreate the partition table.  So it may be possible to restore a FAT32 or NTFS partition.  Unfortunately this is only possible if the a backup boot sector is still available
